AIS SMARTCAM Application User Guide



Contents

Section 1 - User Account Management

1 Sign Up
2 Sign In
3 Forget / Reset password

Section 2 - IP Camera Binding

Section 3 - Device Settings

1 Device Information

2 Basic Settings

3 Home Protection Settings

4 Device Maintenance

Section 4 - IP Camera Functions

1 Live Video
2 Alert

3 Replay

4 Console

5 Position

6 Light

7 Siren

8 Talk Mode

Section 5 - Error Messages

1 Failed to connect
2 Camera is unavailable #1
3 Camera is unavailable #2




4 The camera is not AIS 3BB FIBRE3 device

5 Camera can use only in AIS 3BB FIBRE3 network

Section 6 - Checking Camera Status in Mobile Application along with basic troubleshooting methods.

1 Status: Online

2 Status: Off (Enable)

3 Status: Camera is unavailable

4 Status: Unpaired

5 Status: Connecting due to problems on the Mobile Application

6 Status: Connecting due to problems on the IP Camera

7 Status: Offline

Section 7 - Changing the application language

1 Changing language

Appendix | - IP Camera Status Description




Section - 1 User Account Management

1.1 Sign Up
T 08:10 2% T 06:22 @37% 4 > 06:23 w3s%i4
& Sign up & Terms and Conditions for AIS Smart CAM...
AlS : - B
SMART CAM thiwanchowanadisai@gmail.com
Welcome to AIS Smart CAM Ab1Z3456
Ab123456
) in it
1. Go to Sign Up 2. Fill in your email, password, and 3. Read the details of the Term and
confirm password. Conditions and consent accept by click
“Agree” button then go to the next page.
L 06:29 o a3% 4 .
<« Email verification 16:38'® S
Sign up success
4 4} 6 1
You can sign in now
1 2
ABC oeF
4 5 6
oHI KL MNO
7 8 9
PaRs Tov wxvz
0 X
4. Enter the verification code from your 5. Sign up success
email.




1.2 Sign In

T 06:28 o a4 > 19:44 o 96 -

5] Devices e

SMART CAM

Welcome to AIS Smart CAM

No devices are bound yet
thiwanchowanadisai@gmail.com

o

1. Fill in your email and password then press the Sign-up button. 2. After signing in, it will redirect to the device page for adding device in the
next step.




1.3 Forget / Reset password

L 4 06:28 a4
Als
SMART CAM
Welcome to AIS Smart CAM

thiwanchowanadisai@gmail.com

o

L]

>z 06:29 @ a2% 4

€ Reset password

thiwanchowanadisai@gmail.com

Cd123456

Cd123456

1. If you forget your password, you can press the Forgot Password
button

2. Enter a new password and confirm the new password, then press the
Next button

> 06:30 © 43% %

< Email verification

: & &
@ 2 &
e o

0 &

15:52 o F D

Yfau can sign in now

3. Enter the email verification code from your email.

4. Reset successfully




Section 2 - IP Camera Binding

> 19:44 @ 96y, - > 19:45 o 95% - > 19:45 LECE

2] Devices + <« Wi-Fi setup &« Camera setup

T3_AIS_Smart_CAM_24GHz

o

No devices are bound yet

Power on the camera

1. Press the Add Device button. 2. Connect to the Wi-Fi SSID.

3. Turn on the camera, if you hear beep
sound 2 times then press the Next button.
Note: IP Camera supports use at 2.4GHz

frequency only.

> T 19:45 LECA > 19:45 LECE

€« Connect to network <« Wait for connection

Show the QR code on your phone in front of the camera Show the QR code on your phone in frant of the 116 seconds left
with a distance of 3-8 inches. When the OR cade is ith a distance of 3-8 inches. When the OR
successfully scanned, you will hear ‘OR code scanned RTTIENTHN1.3 USRI 1= TIRIRIE. SETISH T . takes sbout 1-2 min
successful, Code is successfully scanned, you will hear a beep.

?h' ¢ 4 2

nning is

4. Use the camera to scan the QR code as 5. Press @ and next 6. IP Camera is in the process of
shown in the picture until you hear a sound, connecting to the Wi-Fi network.
“QR Code scanned successful”.




> 19:46 © 965 .

> 19:46 © 96% .

“AIS | 388 ?
Successfully added device Successfully added device F lBR é )
3 3
Office
a7 0K
7. Successfully added device 8. Name the device 9. Enter AIS 3BB FIBRE3 10 digits Internet
number and follow the verification process
to confirm and bind 1st device to Cloud
Storage.
Note: The use of IP Camera in AIS status
must be used in conjunction with Cloud
storage only.
11:06 o L 19:46 U 96% . > 19:47 @ 06% -
< Clout storage select Connecting successfully B Devices +
Cloud storage 2 3 "
Fand e 3 Office O @
Claud starage 3 Cloud Storage 1
Cloud sterage mode Bound device Office
0] o &

10. Choose cloud storage for joining the
device

11. After joined the cloud storage, press
the Get Started button.

12. IP Camera is ready to use.




e 19:47 @ 96 -

B Devices

13. In case the user wants to add others IP camera (maximum 5 units / internet no.),

press the + button in the upper right corner and follow Step 2 to Step 10 (except Step 9).




Section 3 - Device Settings

Introduction

> 1:04

2] Devices

Users can enter the Settings menu to set up the IP Camera via the Device

page > press the button.

15:36 @

AISDJIZRJCLIDPW
<

e

z':q»@ns»\xDoeﬁ\sz

[ 1@

In the Settings menu, there are 4 menu groups as follows.
@ Device information
O Basic settings
© Protection settings

O Device maintenance
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3.1 Device Information

15:37 @ wl = @ Users can check and edit the device name (IP Camera’s name) and
& Device information o . . .
can check the following IP Camera information.
Device name ‘ ASOUTRICLIDPW 1. Serial number of the IP Camera
. 2. Firmware version
Device SN AISDYJ12RICLIDPW 3. IP address
Firmware version 63.00100.00.06 4. Wi-Fi MAG
IP Address 192168.200.1M
Wi-Fi MAC 6c:22:1a:25:ad:78
3.2 Basic settings
Introduction
15:36 @ v Basic Settings following 4 main menus.
€« Settings

. AISDIJIZRJCLIDPW
<@

Bevice information

2. Imite family members

4 dvanced sattings

1 votion e

1. Invite family members
It is sharing the IP Camera equipment with another User
Account.
2. Advanced settings
2.1 Image rotation
2.2 Intelligent tracking
2.3 Anti flicker
2.4 Enable Microphone of IP Camera
2.5 Adjust the speaker volume of the IP Camera.
3. Privacy settings
3.1 Turning IP camera on/off automatically
3.2 Privacy zone: Closing the visibility area of the IP Camera
4.  Device time zone
Sets the Time zone for the IP Camera.

11




3.2.1 Invite family members

Introduction
> 1:04 B 59% Inviter can share IP Camera access with others User Account (Invitee).
< Settings
' AISD7SCQHZGUBKME

O Good -20dBm
Device information

,9‘9\ Invite family members

Q< Advanced settings

<> Privacy settings

Q Device time zone Asia/Bangkok

/'?,e Mation detection

ﬁ Mation alert off

Share IP Camera

= 04 @ sa% 1. Press Invite new members button
< Invite family members
Note:
Invite new members £ Inviter can share IP Camera equipment with other User Account (Invitee) in

maximum 3 accounts.

12



> 11:06 @ s0%

€ Shared users [©)

thiwanS67@gmail.com

“com” come coming
qlwlelrjtlyjulijolp
als|d]flglhlijlk]!

Bl z|x|c|lv]ib|n|m/ s

2. Fill in User Account of Invitee that you want to share IP Camera

3. Press Next button

123 @& ¢ space next
9 1:06 8 59% . . . . .
0 SR ® 4. The application will display Invite Succeeded popup message.
New sharing Shared accounts
X Invite succeeded
Please inform to

login to the app and receive the device.
Attention: Make sure that the user's app
has been upgraded to the latest version.

You can ask family/frend you want to share to open hes/her
own app and click Me", The aceount nama is neat to the
orofile pictare at the g,

[ 4 1:07 0 59%
< Invite family members
Invite new members <

thiwanS67@gmail.com

5. Users can check the status of the invitation. The invitation status shows

"Wait for acceptance" which means waiting for a response from the invitee.

Note: Steps for accepting shares for Invitee.
1. Signin AIS SMART CAM application.
2. Go to the Devices menu and the invitee will find the invitation
message of Device Sharing.
3. Press Receive, after that the invitee will be able to access the IP

Camera.

13




L4 15:53 W 100% 43

B Devices +

Device sharing

. IP Camera
{ T3-Smart-204

AISDTSTSPBMNANBQ

AISD7STSPBMNUNBQ @

) invites you to use this
device, please click to receive.

»= 1z LEE 6. The invitation status is received, meaning that the invitee has accepted the
<« Invite family members .
‘ invitation and can access the IP camera successfully.
Invite new members <

thiwan567@gmail com
20231 nor
Recel

You Can actvate/Geactvate accounts that need to be snared
within the maximum number of shares, and the maximum number
can be expanded by subscribing to a protection plan.

14



Cancel sharing IP Camera

Delete invitation

Cancel

The inviter can do the invitation cancelation in 2 ways:

1. Deactivate

Cancel sharing IP Camera temporarily. Users can share |P Camera again by
pressing Activate.

Delete invitation
Cancel
Note:

After the Inviter cancel sharing, the invitee side's device page will be an IP
Camera status as shown.

> 16118 @ 100% 5

=] Devices +

You can rémind the

gharing setti

AISDISTSPBMNGNBQ 0]

15




Deactivate

Delete invitation '

Cancel

Delete the current invitation?
Your sharing will lapse

2. Delete the invitation
Cancel sharing IP Camera permanently with the following steps.

@ Press the : button.
O sclect Delete invitation.
© Press the OK button.

Note:
® After the inviter deleted the invitation, the device page on the invitee side

will be an IP Camera as shown in the picture.

® |nvitee can press the button @' to remove IP Camera from the device
page.

s boen deleted by the oWner

AISD7SCQHZGUBKME

Alert Cloud

Lo d m7 B Q 55% )
<« Shared users @
New sharing Shared accounts
Email: thiwan567@gmail.com >
Email: thiwan036@gmail.com >
Email: chanonjm@ais.co.th >

Users can check the list of accounts that have shared IP cameras through the
Shared accounts menu and can choose an account to invite again

16




3.2.2 Advanced settings

Introduction

,°<9\ Invite family

1:256 o 0 50%
Settings

AISD7SCQHZGUSKME

Device information

members

-
’ T Advanced se

ttings

Q Device time

) Motion alert

@ Privacy settings

zone Asia/Bangkok

% Motion detection

In the Advanced settings section, users can set the following settings.
1. Image rotation
2 Intelligent tracking
3. Anti-flicker
4 Enable Microphone of IP Camera
5 Adjust the speaker volume of the IP Camera.

Image Rotation

n:22 B ©s3%

Advanced settings

Image rotation Standard mounting

Intelligent tracking

Anti-iicker 0Hz

Device microphone

Speaker volume 0
L4 n22 .0 53%

< Advanced settings

Image rotation Standard mounting >

Inteligent tracking

X Image rotation

-

Reverse mounting

Users can do device setting in 2 types:
1. Standard mounting for installing IP Camera on a table.

2. Reverse mounting for installing the IP Camera on the ceiling.

17




Intelligent tracking

»7T 1:22 o 053%
< Advanced settings
Image rotation Standard mounting

Intelligent tracking

Anti-flicker 50Hz

Device microphone

Users can enable this function when they want the IP Camera to pan/tilt
according to the Motion Tracking.

Speaker volume 70
Anti-flicker

> n22 L=
& Advanced settings
Image rotation
Intelligent tracking
Anti-flicker
Device microphone
Speaker volume

> 23 "o
<« Anti-flicker

Flicker can occur when the camera records video in a place where there are a
lot of light sources such as light bulbs. If the IP camera uses a high Shutter
Speed to record video, there is a chance that the video may appear wavy

and/or some light bulbs will flicker.

The IP Camera has an Anti-Flicker function built into the IP Camera to reduce
the effects of the flicker by recommending that users select a frequency of
50Hz, which is the frequency of alternating current electricity in Thailand.

18




Audio

> n23 80 52%
€ Advanced settings
Image rotation Standard mounting

Intelligent tracking

Anti-flicker 50K

Device microphone

Speaker volume

Users can enable microphone and adjust the speaker volume of the IP

Camera.

Note:
1. As Default, Microphone will be enabled.
2. Disable Microphone will prevent users from sending audio from

the IP Camera side to the Mobile Application side.

3.2.3 Privacy settings

Introduction

»2 1:25 o Q0 50%

< Settings

‘ AISD7SCQHZGUBKME
<@ Good -20dBm

Device information

,9(0\ Invite family members

Q< Advanced settings

@ Privacy settings

Q Device time zone Asia/Bangkok

ﬁ Motion detection
ﬂ Motion alert off

I) Light and night vision

Users can turn on/off the IP camera automatically and set the Privacy zone to
close the IP Camera's visibility area through this menu.

19




Camera Time OFF

= m23

€« Privacy settings

Camera timed OFF

Timed OFF schedula

Privacy area

Device microphone

8052

Users can enable this function to turn off/on the IP camera. There are 2 ways
todoit:

T 1:24

€« Schedule

Schodule 1

Sehedule 2

1. 24/7 Menu: Turn |IP Camera off/on instantly.

> n:28

<« Schedule

Schedule 1

Start time

End time

Repeat

Schedule 2

2. Schedule Menu: Select the date and time to turn off/on the IP Camera.

20




Privacy area

re o e Users can enable this function to close the IP Camera's view area.
P 5 Privacy settings
Camera timed OFF
Timed OFF schedule Schedule 1
Privacy area
Device microphone
L 4 nas 8Osy

€ Privacy area .
Prvacy area ssabe .

Drag the bounding box 12 draw 2 privacy area. The picture in ths
area wil b obscurad, whether for bvs streaming mation
Setection or viteo

Privacy area setting
@ Enable privacy area
O sclect the area that will not be seen by the IP Camera.

© Press Save button

Device microphone

> 1n:28 (=0

€« Privacy settings

Camera timed OFF

Timed OFF schedule chedule 1

Privacy area

Dovice microphone

Users can turn on/off the microphone through this menu.

Note:

When the microphone is turned off, the user will not be able to send audio
from the IP Camera side to the application side.

21




3.2.4 Device time zone

Introduction

e 125 .0 s50%

< Settings

. AISDTSCQHZGUBKME
<

Device iformation

2R Invite family members

o
m

Advanced settings

@ Privacy sattings

@ Device time z0ne

2 Mation detection
IF Mation slert

3 ghtand night vision

Users can set the time of the IP Camera through the device time zone menu.

> n:28 .0 50%

<« Device time zone
Asia/Bangkok et

Etc/GMT+12

Etc/GMT411 UTC(-1100]
Pacific/Midway uTC(100)
Pacific/Niue UTe(100)
Pacific/Paga Pago

America/Adak

Etc/GMT+10

Pacific/Honoluly uTC{-10.00)

3.3 Home protections settings

3.3.1 Motion detection

Introduction
e "z e Users can set the area and sensitivity level for the IP Camera objects detection
< Settings )
movement through this menu.
AISD7SCQHZGUGKME
P Good -20d8m
Device information
Note:
o8, ity mribers In general usage, the user will enable Motion alert and/or Trigger by motion
as well. When the IP Camera detects the movement of objects in the specified
< Advanced settings area, the application will send notification messages to the user's mobile
® B phone and/or send sound through speakers.
Q Device time zone Asia/Bangkok
,@ Motion detection
ﬂ Motion alert off

D Light and night vision

22




Motion detection setting

€ Detection area ‘I:l

- 1:26 »050% .
b3 Siotin et Users can set as following.
; 1. There are 2 types of detection area: full area (default) and select partial
area.
Sensitivity level "
2. Movement sensitivity level
L4 1:26 ¥ O 50%

@ sclect a Partial area for setting, users can go to the menu Detection area
and select the area where you want to detect objects.

@ When finished selecting the area, press Save.

3.3.2 Motion alert

Introduction

> n:28

< Settings

. AISD7SCQHZGUBKME
@ Good-20

Device information

B& Invite family members
< Advanced settings

@ Privacy settings

Q@  device time zone

2 Motion detection

B ©50%

) Motion alert

D% Light and night vision

Users can enable Motion alert through this menu, the working principle is
when the IP Camera detects the movement of objects in the designated area.

In the Motion detection menu, the application will send notification messages
to the user's mobile application.

23




Motion Alert setting

>z

<

1n:53

Motion alert
!

Enable

Schedule

Person

Users can enable Motion Alert function and There are 2 ways to do it:

18

Schedule

@ ag%

/1

Schedule 1

Schedule 2

1. 24/7 Menu: IP camera always enable Motion Alert

/1

4

Schedule

w a8%

Schedule 1

Start time

End time

Repeat

03.00

Sat. Sun

Schedule 2

2. Schedule Menu: Select the date and time to enable Motion Alert

24




&l (S e TIP: Person

< Motion alert

When the user enables Person, when the IP Camera detects the movement of
e a person, the Application will notify in notification message that the moving
e object is possible type of Person as shown.

. Motionalert 1724
| Possibia Person detected from
AISDEIIZRICLIDRY

Motlon alert 15 &1
Fossibie Persan detected from
AISDIHZRICLIDRVY

#orin Galaxy 523 Hhase
sncduaLiidunou

Battery power 14% v
o Charge your ohone or t3p hets to tum
on Fowe saving made.

Keep your phone safe o771
° Alow tais prone to be found in

‘SmartThings Find 50 you can locate ..

& Natfication sattngs

TIP: Rich notification
When the user enables Rich notifications, the application will attach an image
to the motion alert notification messages as below.

2 X =l 29%32

Smdadse... wiws.. 1408
e Wavszaunmsnl T Wy

Galaxy Al asvzdowdudn...

HOON... wwws_ 24/06/2024
1911311 samsung.com gunsal e
ot iy~

AIS Smart CAM 1412
Motion alert
Possible Person detected from
AISD9J12RICLIDPW

7

Sign in to protect yo... 24/06/2024
Sign in to Samsung account to se-
curely store passwords in Samsu...

Files sent
Screenshot_20240614_1620
01_AIS Smart CAM.jpg and 2 more

@ Notification settings

25




3.3.3 Light and night vision

Introduction

»7 1:25

. Settings

. AISD7SCQHZGUGKME
@ 6ood -20d8m

Device information

,°(°\ Invite family members
ﬂ: Advanced settings
< 9

@ Privacy settings

2% Motion detection

ﬂ_ Motion alert

8 L50%

Q Device time zone Asia/Bangkok

off

D Light and night vision

Users can set the visibility of the IP Camera in low light conditions via this
menu the user can choose from the following 4 modes.

1. Auto infrared mode

2 Intelligent light (Default)

3. Full color night

4 All off mode

Light and Night Vision Setting

> 1:54

< Light and night vision

Auto infrared mode

Intelligent light

Automatically OFF after a delay

Full color night

All off mode

O 48%

1. Auto infrared mode

® Inlow light conditions, the IP Camera will automatically turn on
Infrared light, which will be a black and white image from the

camera.

®  When the light conditions return to normal, the IP Camera will

automatically turn off the Infrared light.

Light conditions IP Camera Behavior The resulting image
® =Infrared Black/White
Low -
Infrared on

26




Color

Normal

Infrared off

2. Intelligent light

®  Inlow light conditions, the IP Camera will automatically turn on
Infrared light, which will result in black and white images from the
camera.

®  When the IP Camera detects the movement of an object, the IP
Camera will turn on white light for a specified time (Automatically
OFF after a delay). The image during the time the IP Camera turns
on white light will be a color image.

®  When the light conditions return to normal, the IP Camera will

automatically turn off the Infrared light.

Light conditions IP Camera Behavior The resulting image

Black/White

Low

When object movement is
not detected: Infrared on

Color

Low

When object movement is
detected: White Light on

27




Color
Normal

Infrared off

3. Full color night

® |n low-light conditions, the IP Camera will automatically turn on
white light. The image will be a color.

®  When light conditions return to normal, the IP Camera will

automatically turn off the white light.

Light conditions IP Camera Behavior The resulting image

- Color

Low

White Light on

Color

Normal

White Light off

28




4. All off mode

® Inlow light conditions, the IP Camera does not turn on both
Infrared and white light.

Light conditions IP Camera Behavior The resulting image

Low

Color

Does not turn on both
Infrared light and
White Light.

Normal

3.3.4 Sound alert
Introduction
> 1:04 8 59% Users can set the IP Camera to sound alert that comes through and have the
< Settings application send notification messages to the user through this menu.

” .
< Advanced settings
@ Privacy settings

Q Device time zone Asia/Bangkok

# Motion detection
D. Motion alert off

D Light and night vision

() Sound alert

Network T3_AIS_Smart_CAM_24GHz

(9) Device management

29



Sound Alert Setting

3 188

< Sound alert

Enable

Sensitivity leve!

Schedule

w 48%

Normal

Users can turn on the sound alert in 2 ways:

e 11:88

3 Schedule

Schedule |

Schedule 2

1. 24/7 Menu: The IP camera always enable sound alert.

L3 86

€ Schedule

Schedule 1

Start time

End time

Repeat

Schedule 2

2. Schedule Menu: Select the date and time to enable sound alert.

30




3.4 Device maintenance

3.4.1 Network

Introduction

> 11:56 o 48%

< Settings

dE Advanced settings
@ Privacy settings

Q Device time zone Asia/Bangkok

ﬁ Motion detection

h Motion alert On

« Light and night vision

(t*)) Sound alert

= Network T3_AIS_Smart_CAM_24GHz

(9) Device management

If the Wi-Fi SSID and password of the user's home router are changed, users
can connect the IP Camera to the new Wi-Fi SSID via the Network menu.

Steps to connect IP Camera to new Wi-Fi SSID.

> 1:57 o 48%

< Wi-Fi setup

T3-0ffice-26

@ @

After selecting the Network menu, connect the IP Camera to the new Wi-Fi SSID

with the following steps.

© Press Restore factory on the IP Camera device
@ Enter Wi-Fi SSID

© Enter Password

O Press Connect

After that, the IP Camera will automatically connect to the new Wi-Fi SSID and

can be used online as usual.

e 195 @ o e

a5 o0 -

€« Camera setup € Connect to network

Pawar cnthe camars Show the OR code on your phone i front of the
SR, carmara with a istanci of 3-8 inchas, Whee thi 08
bt ol "’ Code is successfully scanned, you will hear o besp.

-

31




e 10:a5 e 1945 oo

€ Wait for connection

Successfully added device

116 seconds left

The process of connecting the IP Camera to the WIFI name or Wi-Fi SSID.

3.4.2 Device management

L 4
)

156

~

Settings

q< Advanced settings
@ Privacy settings

Q@ Device time zone

& Motion detection

o3

Motion alert
D Light and night vision

(te)) Sound alert

T Network T3_AIS_Smart_CAM_246Hz

® Device management

Users can restart device or factory reset.

1518 @

« Device manageme

Device management consists as below.
1. Restart device: Reboot IP Camera
2. Factory reset: Restore factory settings to the IP Camera

3. Delete the device: Delete the device from the application

32




Section 4 - |IP Camera Function

4.1 Live Video

Users can view the Live Video of IP Camera through the Devices menu >

select the IP Camera.

AISDSJI2RICLIDPW o @
B* o &
15:34 @ T

The Live video page contains the following tools.

@ Date and time

(2] Adjust live video resolution. There are 2 levels: 2K and SD.
© Turn off/on hearing the mobile application side.

O set Talk mode to send audio from the Application side to the IP Camera.
There are 2 modes: Hold to talk and tap to talk.

O Record live video to photo library on mobile phone
(6] Capture images from live video to photo library on mobile phone.

(7] Activating various functions of IP Camera, which will be discussed in
sections 4.2 10 4.8

33




4.2 Alert

User can view/delete previous Alert videos through this menu.

15230 ol T D

<« AISDRJ12RICLIDPW o]

15430 wl T

€« AISDANIZRICLIDPW Vé

1. Select the Alert menu.

2. Alert Videos List.

3. Press Alert Videos to view the video.

15430 il ¥ @D

¢ ASDSZRICLIDPW

15430 W

4. Press the : button to delete/download Alert Videos to your mobile phone.
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4.3 Replay

4.3.1 Introduction

Users can view Cloud Playback video through the Replay menu.

15:420 wl ¥ @

<« NSOTZRICLIOPW @

1. Select the Replay

16:05 @ w T

<« AISDSJI2RICLIDPW

Replay Replay
Jun9.202% LN O] Jun19.2024 LENO)

2. View a video stored in the cloud storage

35



Note:

The IP Camera in the status of “Customer Group” and the user has not paired it with the Cloud Storage when selecting the Replay menu will not be

able to view the Cloud Playback Video. The Application page will be redirected to the AIS 3BB FIBRE3 web page for applying for the Cloud Package as

following.

1505MA 0 E%
= AISD9/D502C3TYDT &

S05MAS - €%

“ AISD3ID502C3TYDT @

1t does not join any Cloud Storagg glan

1. Press the Replay button.

2. User will not be able to view Cloud Playback Video: press the Join button.

L =y
-

‘Tore

RN o7 ]

H

>~ <
~ AIS

My Account

1GatAU A0WISOET
Twiueseawin 100%
wSoundWGUINIIAUSUIUY
tu AIS PLAYBOX

Voyadougiovasnru

3. When the user presses Join, the application page will be redirected to the AIS 3BB FIBRE3 web page for applying for the Cloud package.
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4.3.2 Download Playback Video
User can download playback video from cloud storage to your mobile phones by:

© Press ffl button

@ Choose the period that you would like to download
© Press the Download button

Note:

User can check the playback video that has been downloaded through the menu Me > Local Video.

16:12 @ ol T @ eRe il v -

aouinan

19 0.9. 2567 . (©)
pdoundy X
19002587 ® [ I |

16:00 16:05 16:10 16:15 16:20

30w 20w 15w 3w 1wt
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4.3.3 Delete Playback Video

Users can delete cloud playback video by:

© Press the @ button

O select the period you would like to delete
© Press the Delete button

1610 ol T D

< AISDSJ12RICLIDPW

Delete
Jun19.2024

Replay

Jun19.2024 & ®

k.
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4.4 Console

User can control Pan & Tilt of IP Camera and save preset position through the Console menu.

15:42@ ol T @

<« AISDIZRICLIDPW @

@ Select the Console menu
© Press the left/right buttons to pan the camera

© Press the up/down buttons to adjust the camera tilt

ra
O Press the M button to save preset position
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4.5 Position

User can view/ set the name/delete the Preset Position that is saved and select the IP Camera to rotate to the Preset Position that has been set.

1. Select menu Position

@ -
A B— .

2. Can view Preset Position that is saved by Press : button to name or delete Preset position
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Name your position

e 19:29 8 80% 0

« AISDISTSPBMN4NBQ @

Tips o]
Are you sure you want to remove
the position?

Cancel Delete [}

3. Setting Preset position name

4. Delete Preset position

4.6 Light

User can turn on the light (White light) and set Light and night vision of the IP Camera through this menu.

e 19:17

< AISD7STSPBMN4NBQ (o]

. 73%08

19:29 o 80% %

AISD7STSPBMN4NBQ (o}

>e 18:30 o 50% 4

<« Light and night vision

Auto infrared mode

Intelligent ight

Automatically OFF after a delay s
Fullcolor night

Al off mode

(@]

1. Select the Light menu

2. Press the Light ON button to turn
on the white light

3. Press the Light Settings button
to enter settings

4. Settings page: Set visibility in low light
conditions (Section 3.3.3)
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4.7 Siren

Users can enable Trigger by motion through this menu. The working principle of Trigger by motion is when IP camera detects the movement of objects
camera will send an alarm through the speaker. The user can turn off the alarm by pressing the Siren ON button.

Note: User must Enable Motion Alert (Section 3.3.2) before this feature works.

)
1. Select Siren button

> 19:30 W 80% % > 19:31 @ 20% -

€« AISDTSTSPBMN4NBQ & & AISDTSTSPBMN4NBQ o]

Siren
Siren
() o 9%
2. Enable Trigger by motion. 3. The application page when IP Camera detects object movement, User can turn
off the Alarm by pressing the Siren ON button.
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4.8 Talk mode

User can set Talk mode to send audio from the Application side to the IP Camera. There are 2 modes: Hold to talk and Tap to talk.

RLECA

€ Office &

Hert Repiay Console

Ko (0]

Talk mode

O Tap to talk

19:48 * @ 96% . >

Office & &

Talk mode

QO Hold totalk

19:48

Office

* @ 96% .

1. Choose Talk mode

2. Hold to talk mode

3. Tab to talk mode

Section 5 - Error Messages

5.1 Failed to connect

14:15 T .

Failed to connect

1Wi-Fi password entered incorrectly, please try to
reconnect

 properly connected Please check f
is norma

Root cause:
1. Enter the incorrect Wi-Fi password
2. The internet signal is unstable

Basic troubleshooting method:

1. Enter the correct Wi-Fi password
2. Check the router's usage status
3. Contact Call center
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5.2 Camera is unavailable #1

14:22 Wl T -

Failed to connect

a8
¢ [ OTHER
USER

Camera is unavailable

Root cause:
The IP Camera is used with another user account

Basic troubleshooting methods
Contact Call Center

5.3 Camera is unavailable #2

15:44 R

Camera is unavailable

Root cause:
The IP Camera is in the Blacklisted status

Basic troubleshooting method:
Contact Call Center

5.4 The camera is not AlS 3BB FIBRE3 device

16:48 . ® 0

The camera is not an AIS 388 FIBRES device

Root cause:

User connects to IP Camera which is not C3 Model for AlS 3BB FIBRES3.

Basic troubleshooting methods:
Please connect IP Camera that is C3 Model.
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5.5 Camera can use only in AlS 3BB FIBRE3 network

13:31 T . Root cause:
Fel I et Users connect the IP Camera to the router of an internet service provider
that is not AIS 3BB FIBRES3.

e Basic troubleshooting method:
Users connect the IP Camera to the router of the AIS 3BB FIBRE3 internet

P4 service provider only.

Camera can use only in AIS 388
FIBRES network

Section 6 - Checking Camera Status in Mobile Application along with basic troubleshooting methods.

6.1 Status: Online

’;’ D‘“’ 'J: IP Camera, Mobile Application and Cloud Platform are fully connected.
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6.2 Status: Off (Enable)

- 15:03 o

B Devices +

AISDTSYQSBBIN3SE O @

The IP Camera has DC power, but the user has disabled the IP Camera via

the Privacy settings > Camera Time OFF menu

L 23 s Oo5%

& Privacy settings

Camera timed OFF

Timed OFF schedule

Privacy area

Device microphone

TIP:

@ User can press the Enable button to enable the IP Camera again.

6.3 Status: Camera is unavailable

> 15:08 L

=2] Devices -

Cloud Storage is expirec

* avallable. Yoygagyperias

AISD7SYOSBBINIBE 0]

IP Camera is suspended (Status: blacklisted)

Basic troubleshooting method:
Contact Call Center
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6.4 Status: Unpaired

1505

B Devices

¢
Please bind the Goud torage patkage for

AISD7SYQSBB)N3BE

User has successfully installed/connected the IP Camera to the Wi-Fi
network but cannot bind to Cloud Storage.

Basic troubleshooting method:
Contact Call Center

6.5 Status: Connecting due to problems on the Mobile Application

AISDSIZRICLIDPW

Mobile Application disconnected to IP Camera and tries to connect to IP
Camera again

Basic troubleshooting method:
Allow users to check the connection between the Mobile Application and the
Wi-Fi Network

Notice:

O The message “Unable to connect to the server, please check the internet or
try again later” in the picture indicates that the Mobile Application cannot
connect to the internet / Cloud Platform

6.6 Status: Connecting due to problems on the IP Camera

> 15:06 woon -

Devices

AISD7SYQSBBIN3SE

Do

Mobile Application disconnected to IP Camera and tries to connect to IP
Camera again

Basic troubleshooting method:
Allows users to check the connection of the IP Camera to the Wi-Fi Network

Notice:
In this case, it means the Mobile Application can connect to the Internet / Cloud
Platform normally and it may be a problem on the device
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6.7 Status: Offline

> 15:08

=:] Devices

Offiine at

NowI7 15:05

AISD7SYQSBB)N3BE

fo

When the Mobile Application cannot successfully connect to the IP Camera
within 3 minutes, the Mobile Application considers the IP Camera offline and
indicates when the IP Camera was offline.

Basic troubleshooting method:
Allows users to check the connection of the IP Camera to the Wi-Fi Network.

Section 7 - Changing the application language

7.1 Changing language

——
® La ™

o

®

@

Y o

@

15:31

« General settings &« anguage

w T @ 156:31 - F

Language

Reminder of using celular

Nart notification

System notfication

Marketing notification

settings.

1. Go to the Me page and click on General

2. Language menu

3. You can choose the language you would
like to use, there are 3 options: Auto, Thai
and English
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Appendix |: IP Camera Status Description

To be consistent with Business Conditions in providing Cloud IP Camera services, IP Cameras are divided into 3 statuses: AlS, Customer and

Blacklisted.

Status Description

AIS When users purchase a Cloud package, service fee at 99 baht per month per device with 24 months of service
usage period, users will receive an IP Camera to use alongside the subscribed-on Cloud package.

IP Camera will be on AlS status with the following important conditions:
1. The IP Camera is considered the property of AlIS
2 The IP Camera can only be used with the AIS Smart CAM application
3. The IP Camera can be used with internet service provider AlS 3BB FIBRE3 only
4 Once the user has installed/connected the IP Camera to the Network, it must be paired to the Cloud
package that was subscribed to start using the IP Camera.

Customer When the users use the service until the end of service usage period or pay back the IP Camera usage fee from the
cancellation before the service usage period ended, IP Camera status will be updated to Customer with the
following service conditions:

1. The IP Camera is the property of the Customer

2. The IP Camera can only be used with the AIS Smart CAM application

3. User can use IP Camera with any internet service provider

4 Once the user has installed/connected the IP Camera to the Network, they can use the IP Camera with
or without the paired Cloud package

Blacklisted The user will not be able to use the IP Camera that is in the Blacklisted status.

IP Camera status will be updated to Blacklisted in the following cases
1. The user refuses to pay the service fee as specified

2. Refusing to pay back the IP Camera usage fee from the cancellation before the service usage period
ended
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